
Intl. J. Engg. Sci. Adv. Research 2019 June; 5(2):56-60                                                                                 ISSN NO: 2395-0730  
 

56 
 

Study of Lifetime Enhancement by Adaptive Duty 
Cycling of Opportunistic Routing in 1-d network  

Uday Singh1, Dr. Shafeeq Ahmad2 and Manmohan Singh Yadav3  
Computer Science and Engineering A.I.E.T., Lucknow (U.P.), India 1, 2, 3 

  
Abstract- We study data transfer opportunities between wireless 
devices carried by human.we use a simplified model based  on the 
renewal theory to study how athe parameters of the distribution 
impact the performance in term of the delivery delay of these 
algorithms.  Energy savings optimization one of the primary 
issues inside the wireless sensor network (WSN) routing protocol 
design, because of the truth that most sensor nodes are ready 
with the limited non rechargeable battery energy. In this paper, 
we awareness on minimizing electricity consumption and 
maximizing community lifetime for facts relay in one-
dimensional (1-D) queue network Following the precept of 
opportunistic routing principle, multihop relay choice to optimize 
the network strength performance is made primarily based at the 
variations among sensor nodes, in phrases of both their distance 
to sink and the residual strength of every other. Specifically, an 
Energy Saving with optimized Routing algorithm is designed to 
make certain minimal electricity price at some stage in data relay 
and guard the nodes with fairly low residual power. Extensive 
simulations and real check mattress effects show that the 
proposed solution can considerably improve the community 
overall performance on strength saving and WSN connectivity in 
contrast with different present WSN routing schemes we use  
 I. INTRODUCTION 
Wireless sensor networks (WSNs) include hundreds or 
thousands of sensor nodes prepared with sensing, computing 
and communication skills. Each node has the capacity to feel 
elements of its environment, perform simple computations, 
and talk amongst its friends or without delay to an outside 
base station (BS). Deployment of a sensor community may be 
in random fashion (e.g., dropped from an plane) or planted 
manually (e.g., fire alarm sensors in a facility). Thesenetworks 
promise a maintenance-free, fault-tolerant platform for 
gathering exclusive types of facts because a sensor node 
desires to function for a long time on a tiny battery. 
 

 
 
 

 
Fig 1: Wireless Sensor Network 

 

The demand of acquiring ambient know-how to create clever 
environment consequences inside the invention of latest 
shrewd devices that have all the abilities of sensing, 
computation and communication Through advanced 
networking protocols, these devices are related to each other 
and form a so-called Wireless Sensor Network. [16] 
 
The earliest generations of WSNs were used in navy 
applications to perform war subject surveillance or enemy 
monitoring. However, modern-day technology in wi-fi 
conversation and virtual electronics have enabled the 
improvement of small size, less expensive and multifunctional 
sensor nodes, and therefore make WSNs possible to be 
employed in other each day existence software including 
health care tracking, domestic automation, disaster prediction, 
seismic structure tracking, surveillance, and so on. Each 
sensor node, as an autonomous device, perceives the physical 
parameters of the deployment area, approaches the 
information, after which contains with information from other 
nodes inside the community to switch the important facts to 
locations. However, the sensor nodes are generally equipped 
with restricted sources. In order to efficaciously satisfy the 
objectives of applications as long as possible, it is very hard to 
operate the sensor nodes as well as the overall community 
efficiently.[17] 
 

II. RELATED WORK 
Opportunistic routing [2], [3] has been shown to improve the 
community throughput, via permitting nodes that overhear the 
transmission and toward the vacation spot to participate in 
forwarding the packet, i.E., in forwarder list. The nodes in 
forwarder listing are prioritized and the lower priority 
forwarder will discard the packet if the packet has been 
forwarded by using a better priority forwarder. One tough 
hassle is to select and prioritize forwarder list such that a 
certain network performance is optimized. In this work, [9] 
Xufei Mao,2011 recognition on deciding on and prioritizing 
forwarder list to minimize energy consumptions via all nodes. 
They observe both cases wherein the transmission strength of 
every node is fixed or dynamically adjustable. They gift an 
electricity green opportunistic routing approach, denoted as 
EEOR. Their large simulations in TOSSIM show that their 
protocol EEOR plays higher than the well-known ExOR 
protocol (whilst tailored in sensor networks) in terms of the 
strength intake, the packet loss ratio, the common delivery 
postpone.  
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Data acquisition by way of multi-domain records acquisition 
provides means for surroundings belief usable for detecting 
uncommon and probable risky situations. When being 
automated, this method can simplify surveillance 
responsibilities required in, for example, airports or other 
safety touchy infrastructures. [10] Dietmar Bruckner, 2012 
described a singular structure for surveillance networks 
primarily based on combining multimodal sensor data. 
Compared to previous methodologies the usage of simplest 
video statistics, the proposed technique additionally uses audio 
facts for that reason growing its potential to gain precious 
statistics approximately the sensed environment. A 
hierarchical processing architecture for statement and 
surveillance structures is proposed, which recognizes a fixed 
of pre-defined behaviors and learns approximately normal 
behaviors. Deviations from “normality” are mentioned in a 
way understandable even for personnel without unique 
training. The processing structure, which includes the bodily 
sensor nodes, is referred to as SENSE (smart embedded 
network of sensing entities). Parts of this work had been 
posted previously; the principle enhancements of this work 
compared to previous courses are unique descriptions of the 
layers 1 and 4, “pre-processing consisting of plausibility tests” 
and “parameter inference”. In the alternative layers, details not 
important for a fashionable expertise of the approach have 
been disregarded This work affords a hierarchical processing 
structure for clever sensor networks. The progressive issue lies 
within the step-via-step processing, thru which from the low-
stage symbols brought through the sensor layer, information 
rising via the layers will become increasingly meaningful to a 
human man or woman in charge. Expected effects are defined 
for the deployment in an airport environment. First checks 
conducted within the airport surroundings show that the 
algorithms for tracking and local and international gaining 
knowledge of paintings on the target hardware. 
 
Existing information theoretic work in decentralized detection 
is basically focused on parallel configuration of Wireless 
Sensor Networks (WSNs), wherein an individual difficult or 
soft choice is computed at each sensor node after which 
transmitted directly to the fusion node. Such an technique is 
not green for huge networks, in which communique structure 
is possibly to contain of more than one hops. On the other 
hand, decentralized detection problem investigated for multi-
hop networks is specifically concerned with reducing quantity 
and/or size of messages by the usage of compression and 
fusion of statistics at intermediate nodes. In this work an 
strength green multi-hop configuration of WSNs is proposed 
by [11] Yasaman Keshtkarjahromi, 2013 to remedy the 
detection trouble in huge networks with targets: maximizing 
network lifetime and minimizing opportunity of blunders 
inside the fusion node. This optimization problem is 
considered under the constraint of total consumed strength. 
The targets noted are accomplished concurrently in the multi-
hop configuration by exploring tradeoffs between one of a 
kind direction lengths and wide variety of bits allocated to 

every node for quantization. Simulation results show sizable 
improvement within the proposed multi-hop configuration as 
compared with the parallel configuration in phrases of strength 
efficiency and detection accuracy for different length networks, 
specifically in large networks. 
 
QoS routing is an critical studies problem in wireless sensor 
networks (WSNs), specifically for challenge-crucial tracking 
and surveillance systems which calls for timely and 
dependable statistics delivery. Existing paintings exploits 
multipath routing to assure both reliability and put off QoS 
constraints in WSNs. However, the multipath routing method 
suffers from a large power fee. In this work, [12] Long Cheng, 
2014 make the most the geographic opportunistic routing 
(GOR) for QoS provisioning with both end-to-quit reliability 
and delay constraints in WSNs. Existing GOR protocols aren't 
green for QoS provisioning in WSNs, in terms of the strength 
performance and computation postpone at each hop. To 
enhance the efficiency of QoS routing in WSNs, they define 
the trouble of green GOR for multi constrained QoS 
provisioning in WSNs, which can be formulated as a multi 
objective multi constraint optimization problem. Based on the 
analysis and observations of various routing metrics in GOR, 
they recommend an Efficient QoS-conscious GOR (EQGOR) 
protocol for QoS provisioning in WSNs. EQGOR selects and 
prioritizes the forwarding candidate set in an green manner, 
that's suitable for WSNs in respect of energy performance, 
latency, and time complexity. They comprehensively examine 
EQGOR by evaluating it with the multipath routing technique 
and different baseline protocols thru ns-2 simulation and 
examine its time complexity via size on the MicaZ node. 
Evaluation results reveal the effectiveness of the GOR method 
for QoS provisioning in WSNs. EQGOR notably improves 
both the end-to-stop power efficiency and latency, and it's 
miles characterised with the aid of the low time complexity. 
 

III.  METHODOLOGY 
In this section, strength consumption evaluation is performed 
on the proposed 1-D version, where records are introduced to 
sink node through hop-with the aid of-hop connected relay 
nodes. Our objective is to layout an strength-efficient 
opportunistic routing approach for every relay node that 
ensures minimum strength value and protects the nodes with 
noticeably low residual electricity.  
Theorem1 In a big-scale WSN wherein nodes are uniformly 
and independently distributed in a 1-D queuing version, the 
placement of the sensor nodes h is according to 
(1) and (2), the optimal transmission distance dop for node h is  

        (1) 
To illustrate this point, consider node, the distance between 
hth node and the sink node is  

       (2) 
 represents the number of hops that hth node relay 

data to sink Thus ,the total consumed energy (Ch) of node h 
can be expressed as follows; 
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 In order to minimize Ch, we use the average value inequality 
to derive inequality 

 According to inequality (4), we have 
 One way to optimize the overall energy consumption during 

data relay is to take a derivative with respect to hop. We take 
the first derivative of Cmin h with respect to n as 

 This global minimum/maximum can be calculated as follows: 
                       (7) 

Then, we take the second derivative of Chmin with respect to n 
as 

 
                                                      >0               
(8) 
 

 
Fig. 2. Real nodes and EEN in 1-D queue model 

From (8), we deduced that (7) is the global minimum with 
respect to the energy consumption of node h. Hence, the 
corresponding optimal transmission distance dop for node h is 
given by 

 
 Therefore, the evidence of Theorem 1 is finished. However, 

Theorem 1 is a great model for multihop 1-D queue network. 
However, the gap between most useful subsequent relay node 
to supply node couldn't sincerely identical to dop. Fig. 2 
depicts practical surroundings, where the foremost subsequent 
relay node of node h based on Theorem 1 would in all 
likelihood be set between two actual relay nodes. To solve the 
problem, we similarly cope with Theorem 1 that makes use of 

the concept of EEN to pick out the most reliable next relay 
nodes. 
Hence it may be stated as EEN is a digital relay node that the 
relay feature is realized by way of several real nodes and its 
energy intake equals to the whole amount of energy of these 
actual nodes. In this paper, we best focus on the conduct of 
transmitter for information relay in our version. We replace 
actual nodes with EENs after which attain the minimum relay 
strength intake of every node in step with Theorem 1. The 
example of this technique is shown in Fig. 2. 
 Algorithm  
We are able to describe a way to choose and prioritize the 
forwarder set the use of superior power strategy on every node, 
and how to pick the choicest relay node amongst capability 
forwarders that reply in a priority order. In addition, the 
transmitted facts can be obviously labeled into classes:  
1) The former is the amassed records of its very own and the 

latter is the relay facts from different nodes. Obviously, 
we should distinguish incoming data (the information of 
2nd class) by using tracing the ID of sender. Eventually, 
we introduce algorithm for power saving to pick the 
following relay node which has the very best precedence 
in forwarder set to forward the incoming algorithm. 
Algorithm  depicts the pseudo code of worl thought 

2) Algorithm :  
 
Require : di ,dh, dop ,Ei, ζ,where I  F(h) 
Ensure : the position of next forwarder dn 
Event :  Node h has a data packet to send to the 
sink node./*step*/ 
1 start a retransmission timer 
2 Select the forwarder set F (h) from 

neighboring nodes N(h);s 
3 For each  node i  N (h)do 

4 If 
((d(i,  

5 Add i to F(h): 
6 Apply adaptive duty cycling 
7 end  if  End for 
8 Prioritize the forwarder set using 

Optimal  Energy Strategy 
9 For each node i ᅡ F (h) do 
10 P (i) = (  



Intl. J. Engg. Sci. Adv. Research 2019 June; 5(2):56-60                                                                                 ISSN NO: 2395-0730  
 

59 
 

11 End for 
12 broadcast the data packet ; 
13 For each node i  F (h) do 
14 Receive the data packet : 

15 Checks the sender ID and start a timer 
and time (i) = ; 

16 End for 

17 
If node n which has the highest –priority 
receivers the data packet successfully 
then 

18 Reply an ACK to notify the sender ; 
19 For each node I ᅡ F (h) except n do 
20 Discard the data packet and close timer, 
21 End for  
22 else 
23 If the priority timer expires then 
24 Set n-n’. node n’ has the lower-priority; 
25 Go to 17; 
26  end if 
27 end if  
28 If no forwarding candidates has 

successfully received the packet then 
29 If the retransmission timer expire then  
30  drop the data packet 
31 else 
32  Go to 2; 
33  end if  
34 End if 
35 return 
 
 
IV. PARAMETER  AND DISCUSSION 

We define four main measurable metrics to evaluate the 
effectiveness of algorithm for data forwarding in 1-D queue 
networks.  

1) Average of residual energy (ARE): Relay nodes left with 
greater average residual power suggests that each one the 
relay nodes are alive for longer time, which could help to 
Extend community lifetime. 

2) Standard deviation of residual energy (SRE): We use SRE 
as a metric to calculate the electricity balance function of 
the routing protocol; we've observed that high fashionable 

3) Deviation inside the estimations of residual energy 
implies the unbalanced strength dissipation among sensor 
nodes, and reducing SRE is essential for the routing 
protocol.  

4) Receiving packets ratio (RPR): RPR is defined as the 
ratio of the quantity of packets obtained via the sink to the 
full quantity of packets dispatched through the supply. In 
order to effectively avoid the network partition, the sinks 
have to acquire maximum of the packets dispatched from 
the supply, and ultimately results in an excellent 
connectivity of the network. 
 
First dead node (FDN): We outline this metric to assess 
the impact of the network connectivity. As the primary 
energy exhausted node seems, the chance of community 
partition increases, and the connectivity of the network 
goes horrific.  

 5) Network lifetime (NL): The network lifetime of a 1-D 
queue network is described because the time when the 
sink is unable to get hold of packet sent from the source. 
The network lifetime is closely associated with the 
strength consumption and network partition. The better 
the network lifetime is, the more correctly the stability of 
energy intake may be carried out, and the more likely the 
network partition is going to happen.  

3) Evaluation of Relay Algorithm: Fig. 3 describes the 
common residual power as a function of time, whilst gadget is 
completely operated. As we are able to see, in widespread, the 
entire residual electricity decreases because the simulation 
time increases. This can be defined in which packet size grows 
incrementally through the years can talk with more power over 
a given distance. Proposed algorithm can obtain higher 
common residual power as compared with previous algorithms, 
due to its electricity most effective strategy and opportunistic 
routing scheme. This algorithm always keeps the electricity 
consumption at the lowest stage. Due to the decrease strength 
consumption, a longer lifetime can be completed as well via 
this technique. From Fig. 4, we note that the proposed set of 
rules has a decrease standard deviation of residual electricity 
compared with others. It has the lowest fee, as it constantly 
supply facts to sink node hop-with the aid of-hop, which 
implies that electricity dissipation of algorithm strategy is 
balanced amongst relay nodes. However the full electricity 
intake of shipping is maximal as proven in Fig. 3. Thus, in 
keeping with Figs. 3 and 4 we can also infer that proposed 
strategy is a higher equilibrium strength method. Results on 
evaluation report the RPR beneath extraordinary minimum 
distance between two nearest nodes. Here we also examine 
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that initially facts obtained at sink node in proposed set of 
rules is extra than that in traditional one. However, while the 
space between two nearest nodes exceeds 15 m, the distinction 
between two methods is alternatively small. Thus, proposed 
paintings get hold of extra packets sent from the supply than 
others that may effectively avoid the community partition and 
has a very good connectivity of the network. The more the 
wide variety of statistics is transmitted means extra strength 
could be consumed. So there is an immediate relationship 
among the wide variety of information received and energy 
intake. 
Therefore, the consequences are go-checked through power 
fed on in community over the years. There is a very sturdy 
correlation among FDN and NL. The longer the network 
lifetime is, and the extra slowly the first lifeless node goes to 
appear. As shown in Figs. 5 (a,b) and 4.Four, the result 
indicates that the time that the primary dead node seems in 
proposed set of rules is a whole lot later than that in others, 
and the existence time is an awful lot longer. Since the most 
useful strength method will specifically defend the low 
strength nodes, for this reason the proposed algorithm plays 
the nice. Thus guarantees both the sizeable lifetime and the 
biggest conservation of electricity. 
 
 

V. CONCLUSION 
WSN has been broadly used for tracking and control programs 
in our everyday lifestyles due to its promising features, 
together with low price, low strength, smooth implementation, 
and easy protection. However, maximum of sensor nodes are 
geared up with the constrained non rechargeable battery 
strength. Energy savings optimization, consequently, becomes 
one in every of major concerns inside the WSN routing 
protocol design. In this paper, we cognizance on minimizing 
strength consumption and maximizing community lifetime of 
1-D queue network in which sensors places are predetermined 
and unchangeable. For this count number, we borrow the 
understanding from opportunistic routing theory to optimize 
the community energy efficiency by considering the variations 
among sensor nodes in phrases of both their distance to sink 
and residual power of each different. We enforce opportunistic 
routing concept to clearly realize the relay node whilst actual 
relay nodes are predetermined which cannot be moved to the 
region in keeping with the highest quality transmission 
distance. This will lengthen the lifetime of the network. Hence, 
our objective is to layout an energy-efficient opportunistic 
routing method that ensures minimal power is cost and 
protects the nodes with rather low residual power. Numerous 
simulation results and actual take a look at bed effects display 
that the proposed answer proposed set of rules makes 
substantial upgrades in power saving and network partition as 
compared with different present routing algorithms.  
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